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Central Bank Digital Currencies (CBDCs) have gained significant attention as potential

innovations in the global financial landscape. The incorporation of artificial intelligence (AI) in

the financial sector has brought transformative changes, particularly in the adoption and

usage of CBDCs. Therefore, this study explores the impact of artificial intelligence (AI) on

consumers’ intentions toward adopting CBDCs in the Chinese banking sector through digital

technology awareness, addressing privacy concerns, and ease of use with the moderating role

of government support. This research study examined the relationships of a sample of 420

employees in the Chinese banking sector. The current study uses the partial least squares

structural equation modeling (PLS-SEM) method to assess these parameters. The findings

show that artificial intelligence positively impacts consumers’ willingness to use CBDCs in the

Chinese banking sector through digital technology awareness, addressing privacy concerns,

and ease of use. Furthermore, government support significantly influences the link between

AI, digital technology awareness, addressing privacy concerns, and ease of use. This study

contributes to the literature on digital currency adoption by highlighting the critical role of AI

in enhancing user experiences and trust in financial innovations. It also provides practical

insights for policymakers and financial institutions to leverage AI technologies to strategically

foster CBDCs adoption in China.
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Introduction

Technological advancement and the digitization of all
aspects of society, as well as the worldwide financial realm,
are experiencing significant and fundamental upheaval.

Central Bank Digital Currency (CBDCs) is considered a sig-
nificant advancement in financial innovation, potentially funda-
mentally transforming the underlying principles of monetary
systems (Wu et al. 2024). CBDCs, as a state-backed digital cur-
rency, are a financial innovation with the potential to reshape the
landscape of money and payments. Simultaneously, artificial
intelligence (AI) is rapidly progressing and bringing about a
revolutionary impact on several industries, surpassing previous
rates of change (Wang 2023). The Chinese banking sector sig-
nificantly converges two influential factors: AI and CBDCs. This
combination has not only become a futuristic vision but has also
materialized into a tangible reality. The undeniable rise of China
as a prominent global technical force is mirrored in its financial
industry (Ma et al. 2023). The idea of CBDCs is in perfect har-
mony with the Chinese government’s dedication to technology
advancement and the promotion of digital empowerment. Chi-
na’s proactive stance towards CBDCs is demonstrated by its
ambitious implementation of the Digital Currency Electronic
Payment (DCEP) system (Choithani et al. 2024). This strategy
reflects China’s commitment to improving financial inclusion,
facilitating efficient transactions, and promoting economic
development.

Using AI technologies, individuals can analyze consumer data
to provide personalized recommendations and services that
encourage the use of CBDCs. For instance, AI-driven apps can
suggest using CBDCs for specific transactions or savings, making
the currency more accessible and user-friendly (Sood et al. 2023).
AI algorithms can detect and prevent fraudulent activities, making
CBDCs more secure and trustworthy for users. Improved trust can
lead to higher willingness among consumers to adopt CBDCs. AI-
powered chatbots and virtual assistants can help consumers
understand CBDCs, guiding them through onboarding and
answering their questions (Choithani et al. 2024). This can
demystify CBDCs, reducing hesitation or fear of the unknown. In
China’s banking sector, where both AI and CBDCs are rapidly
advancing, the relationship between the two becomes even more
relevant. China’s “Digital Yuan” project and its emphasis on AI for
fintech innovation provide a fertile ground for exploring this
relationship (Wang, 2023). Chinese banks and financial institu-
tions leverage AI for credit scoring, customer relationship man-
agement, and automated customer support—all of which can
intersect with CBDCs adoption strategies (Liu et al. 2024).

The consumer’s understanding, their perception of the user-
friendliness of CBDCs, and their confidence in the security of
their personal information all play a significant role in deter-
mining their inclination to incorporate this currency into their
everyday routines (Rennie and Steele 2021). The global con-
sideration of CBDCs by governments and financial institutions
prompts notable advancements in this field, which proves its
dedication to technological expertise and economic dominance
(Prodan et al. 2024). The DCEP initiative undertaken by China
represents a bold endeavor in the field of CBDCs, highlighting the
country’s commitment to leveraging AI and digitalization to
fundamentally transform the nature of the currency (Xia et al.
2023). A past study by Prodan et al. (2024) highlighted the
innovative methods of financial interaction, and consumers must
have an inclusive understanding of the primary technologies and
CBDC (Alonso et al. 2021). An in-depth examination of the
influence of consumers’ awareness of digital technology on their
inclination to adopt CBDCs can shed light on the degree to which
well-informed individuals are more inclined to embrace this
digital shift (Wang 2023; Wu et al. 2024). CBDCs, supported by

AI technology, represent a fundamental transformation in
monetary transactions and storage. The Chinese banking industry
offers a unique context for examining the relationship between
technical advancement and customer adoption, given its incor-
poration of advanced AI algorithms and CBDCs infrastructure
(Allen et al. 2022).

Digital technology awareness is essential because it determines
how well consumers understand the benefits and risks associated
with CBDCs. A higher awareness level can lead to a more
informed decision-making process, potentially increasing the
likelihood of adoption (Gupta et al. 2023b). Additionally,
addressing privacy concerns is paramount in the digital currency
domain, as issues related to data security and privacy breaches
can significantly deter users from embracing CBDCs (Pocher and
Veneris 2022). The ease of use of AI-driven platforms further
contributes to consumers’ adoption intentions by ensuring that
these platforms are user-friendly, accessible, and efficient (Gupta
et al. 2023b). Support from the government, such as regulatory
frameworks, incentives, and public education campaigns, can
moderate the relationship between AI and digital technology
awareness, privacy concerns, and ease of use (Dashkevich et al.
2020). With solid governmental backing, consumers may perceive
AI-driven digital technologies, such as CBDCs, as more credible
and trustworthy, thus enhancing their willingness to engage with
these technologies (Yuan et al. 2023).

While there is an emerging body of literature on the adoption
of CBDCs, most studies (Liu et al. 2024; Soana and de Arruda
2024; Wang 2023) primarily focus on its technological, economic,
and regulatory aspects. However, the specific impact of AI on
consumers’ willingness to use CBDCs remains underexplored.
The integration of AI in financial technologies (FinTech) has
transformative potential, yet the role of AI in influencing con-
sumer adoption behaviors toward CBDCs has not been thor-
oughly examined. Although some studies have explored the
mediating role of factors like digital literacy, perceived security,
and user experience in technology adoption, there is a lack of
research that specifically examines how digital technology
awareness, addressing privacy concerns, and perceived ease of use
mediate the relationship between AI and consumers’ willingness
to use CBDCs. Understanding these mediating variables is crucial,
as they can provide deeper insights into the psychological and
cognitive processes that drive consumer adoption of AI-enabled
CBDCs solutions. Therefore, this study has three main objectives.
First, this research objective examines the core aspects of imple-
menting AI technology to use CBDCs currency. Second, digital
technology awareness, addressing privacy concerns, and ease of
use significantly link AI technology and willingness to use
CBDCs. Third, government support significantly moderates the
link among AI, digital technology awareness, addressing privacy
concerns, and ease of use. The current study used the TAM model
to support the conceptual framework. Since its inception Davis
(1989), TAM has served as a widely utilized framework for
analyzing user acceptance of new technologies and behavior.

Literature review and supporting theory
Theoretical background: technology acceptance model (TAM).
This study incorporated the TAM model, which explains how
users come to accept and use technology, and it can be extended
to incorporate additional factors like AI, digital technology
awareness, privacy concerns, ease of use, and government sup-
port. TAM, proposed by Davis (1989), suggests that two main
factors influence an individual’s decision to use a new technology.
The degree to which an individual feels that utilizing a specific
system would improve their performance at work or for personal
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usage is known as perceived usefulness (PU). The degree to which
a user believes that utilizing a specific technology will be effortless
is known as ease of use (EOU) (Shahzad et al. 2024a). These two
factors affect the attitude toward use, influencing the willingness
or intention to use the technology.

Incorporating this study, AI can impact the willingness to use
CBDCs by enhancing the ease of use. AI-driven technologies can
provide robust security measures (like fraud detection, identity
verification, and privacy protection) that address consumers’
concerns about using digital currencies, thereby enhancing the
ease of use (Gupta et al. 2023b). AI can help in providing a more
tailored user experience, making it easier for consumers to
navigate and use CBDC platforms. AI can provide automated
processes and user-friendly, intuitive interfaces to streamline the
user experience (Sood et al. 2023). A simplified experience leads
to a higher ease of use, directly affecting the behavioral intention
to use CBDCs. This study incorporated TAM variables, such as
ease of use and willingness to use CBDCs, to support our
study model.

The willingness to use CBDCs as a means of trade has received
very little scholarly attention in the constantly changing field of
digital currencies (Prodan et al. 2024; Wu et al. 2024). In order to
fill this vacuum, our research aims to develop a theoretical
framework that is solidly based on TAM and provides insight into
the factors that influence the willingness to use CBDCs. It is
crucial to recognize that intentions are powerful forerunners of
actions and that an individual’s use is always influenced by their
attitudes and views of a particular undertaking (Davis 1989;
Shahzad et al. 2024a). Table 1 demonstrates some recent literature
reviews on CBDCs and other study variables.

Artificial intelligence and willingness to use CBDCs. AI and
CBDCs revolve around their capacity to fundamentally transform
monetary policy implementation and financial systems’ func-
tioning (Cheng 2023a). AI algorithms on the optimization of
monetary policy, focusing on improving efficiency and respon-
siveness. By examining extensive datasets and market dynamics,
AI algorithms present the potential to enhance the optimization

of interest rate changes, asset purchases, and liquidity manage-
ment (Choithani et al. 2024). Implementing such strategies can
result in more accurate and targeted policy measures in response
to economic volatility. Past study Mukesh et al. (2023) literature
underscored the importance of establishing a comprehensive
regulatory framework that ensures transparency, audibility, and
impartiality in AI-powered financial decision-making. Research
emphasizes the significance of maintaining a harmonious equi-
librium between algorithmic autonomy and human control to
address potential ethical issues (Cheng 2023b). Within con-
temporary finance and economics, a noteworthy convergence is
materializing between AI and the notion of CBDCs—concerns
about the level of openness and accountability around monetary
decisions influenced by artificial intelligence (Sood et al. 2023).
The utilization of AI in CBDCs has promise in providing cus-
tomized financial solutions and services, hence promoting fair-
ness among persons who have historically faced exclusion from
conventional banking systems (Tong and Jiayou 2021).

The unique position of AI in the financial sector is attributed to
its capacity to handle large volumes of data efficiently, recognize
patterns, and produce valuable insights (Morgan 2022). AI
algorithms demonstrate proficiency in analyzing intricate market
dynamics, executing prompt trading decisions, and accurately
forecasting market trends (Li et al. 2022). The digitization of
currency enables governments and central banks to enhance the
efficiency of payment systems, decrease transaction expenses, and
effectively combat illicit financial activities. Integrating AI with
CBDCs can establish a financial ecosystem where AI-powered
algorithms supervise transactions, improve fraud detection
capabilities, and facilitate real-time risk evaluation (Gupta et al.
2023b). The fundamental basis of this alliance resides in the
capacity to establish a mutually beneficial association between AI
and CBDCs. AI algorithms have the potential to enable real-time
modifications to interest rates, asset purchases, and liquidity
management by using current economic data and indicators
(Choithani et al. 2024; Sood et al. 2023). These advanced systems
would utilize AI-driven policies to adapt to economic changes
independently, thus reducing the necessity for human

Table 1 Recent literature supports our study’s arguments.

Authors Key contributions

Wu et al. (2024) This study focusses on financial literacy’s role in enhancing the positive impact of “reasons for” and reducing the
negative impact of “reasons against” on adoption intentions. It highlights valuable policy implications for central banks
to promote CBDCs’ adoption.

Prodan et al. (2024) The study provides an inclusive analysis of CBDC currencies by categorizing research into positive, negative, and neutral
perspectives, with a focus on sustainability issues.

Liu et al. (2024) This study demonstrates the importance of considering multi-factor combinations, such as privacy concerns, rather than
single-factor analyses for a more comprehensive understanding of DCEP adoption intentions.

Soana and de Arruda (2024) This study explores CBDCs’ implications for privacy and financial supervision. It provides a nuanced analysis of how
transaction ledgers’ full digitalization and centralization could balance individual privacy, particularly in light of anti-
money laundering regulations and the evolving digital financial landscape.

Wang (2023) This study aims to identify and analyze the major factors influencing the development of China’s CBDCs, the digital yuan
(e-CNY), as well as China’s regulatory and technological perspectives, domestic and international legitimacy, and
institutional development.

Hoang et al. (2023) The study offers a valuable framework for understanding the current state of research on CBDCs and suggests
directions for future investigation, especially concerning design, policy implications, and financial stability.

Gupta et al. (2023b) This study highlights that while trust impacts perceived risk on adoption willingness, constructs like perceived
usefulness, ease of use, innovativeness, and inertia have limited influence. Thus, it offers valuable insights for
policymakers to foster CBDC adoption.

Bhaskar et al. (2022) The study provides a research gap, recent trends, and future research agendas, emphasizing the need for further
exploration of CBDCs’ systemic frameworks, global implications, and integration with cryptocurrencies.

Pocher and Veneris (2022) The study develops a technology taxonomy for balancing privacy and transparency in retail CBDCs without
compromising accountability.

Dashkevich et al. (2020) This study identifies key research areas, including CBDCs, regulatory compliance, and payment systems, while noting
lower engagement in asset transfer and audit trails. Thus, it guides future research and practical applications.
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involvement in routine monetary decisions (Ahamad et al. 2022).
Therefore, we hypothesized,

H1: Artificial intelligence impacts on willingness to use CBDCs.

Mediating role of digital technology awareness. Digital tech-
nology awareness encompasses an individual’s level of acquain-
tance, understanding, and ease of use with digital tools and
platforms (Mhlanga 2020). Within CBDCs, awareness is a cog-
nitive conduit that links an individual’s pre-existing compre-
hension of digital technology with their views and attitudes
toward these innovative financial instruments (Morgan 2022).
Positive attitudes are derived from the perception of a favorable
equilibrium between advantages and potential drawbacks. The
stated advantages encompass better transaction efficiency,
decreased expenses, and improved accessibility to financial ser-
vices (Dashkevich et al. 2020). On the other hand, there are
apprehensions around security, safeguarding of data privacy, and
ambiguities surrounding the operating structure of CBDCs (Akin
et al. 2023). A past study constantly demonstrated the level of
understanding regarding digital technology and individuals’ views
towards CBDCs and their inclination to adopt and utilize them
(Wu et al. 2024). The heightened level of consciousness enables
individuals to understand CBDCs’ benefits through enhanced
operational effectiveness, increased convenience and heightened
security measures (Kim et al. 2022). This motivation makes
individuals more inclined to embrace CBDCs.

Financial institutions can customize user interfaces to accom-
modate different degrees of digital literacy (Ozturkcan et al.
2022). The significance of digital technology awareness in
adopting CBDCs highlights the interdependence between tech-
nology, cognition, and comportment. The concept spans a range
of knowledge, from effectively navigating the virtual landscape to
knowing the fundamental mechanics that drive these technolo-
gical advancements (Bhaskar et al. 2022). Cultivating knowledge
and understanding of digital technology fosters favorable
dispositions toward CBDCs (Pocher and Veneris 2022). As
individuals acquire knowledge about the underlying mechanisms
of digital currencies and the robust security measures supporting
them, their skepticism diminishes, allowing curiosity and
optimism to emerge (Gupta et al. 2023a). The inclination to
adopt CBDCs represents a process of investigation and
contemplation driven by the desire to envision the potential
opportunities they may bring forth (Allen et al. 2022). The
dissemination of knowledge regarding the intricacies of digital
technology has a dual purpose; not only does it provide valuable
information in its own right, but it also plays a crucial role in
creating a conducive environment for the widespread acceptance
and implementation of CBDCs (Wu et al. 2024). Therefore, our
study focuses on the mediating role of digital technology
awareness in adopting CBDCs. Therefore, we hypothesized,

H2: Digital technology awareness mediates the relationship
between artificial intelligence and willingness to use CBDCs.

Mediating role of addressing privacy concerns. CBDCs have
brought forth novel aspects of privacy concerns. With the
increasing prevalence of digital transactions, individuals are
apprehensive about collecting, storing, and utilizing personal
financial data by central banks and financial organizations
(Pocher and Veneris 2022). Privacy concerns surrounding
CBDCs pertain to the possible infringement on financial privacy
through central banks’ tracking and monitoring of individual
transactions (Elsayed and Nasir 2022). This study pertains to the
measures in place for safeguarding personal and financial data
from cyber risks and breaches. Third parties, such as government
agencies or business entities, are granted access to individuals’

transactional data (Prodan et al. 2024). The multidimensional
dynamic of government backing plays a crucial role in deter-
mining the readiness to adopt and implement CBDCs, sub-
stantially impacting their overall adoption and success (Wang
et al. 2022). Government assistance can substantially influence
public opinion, the regulatory landscape, infrastructure
advancement, and the general confidence level in CBDCs. AI
technologies, including financial services, are adopted in busi-
nesses to improve versatility (Brannon et al. 2022). The degree of
acceptance and preparedness individuals and businesses exhibit
in embracing CBDCs for conducting financial transactions. The
utilization of AI in financial systems gives rise to privacy concerns
that significantly impact individuals’ perceptions of the depend-
ability and safety of technology (Aldboush and Ferdous 2023).

Moreover, this underscores the significance of effectively
addressing privacy concerns in influencing the perceptions and
interactions of individuals, corporations, and governments
concerning digital currencies that central banks issue (Wenker
2022). Addressing these concerns, central banks may effectively
negotiate the hurdles associated with digital financial transactions
and enable a seamless transition to a digital currency ecosystem,
all while upholding user trust and safeguarding data protection
(Brannon et al. 2022). The affiliation between the resolution of
privacy issues, AI, and the inclination to utilize CBDCs highlights
the significant influence of privacy considerations on the
acceptance of revolutionary digital financial solutions (Aldboush
and Ferdous 2023). The ongoing transformation of the financial
landscape by AI and the emergence of CBDCs have significant
implications for individuals’ faith in these technologies. The key
factor influencing this trust is the efficient management of privacy
(Gupta et al. 2023b). By conscientiously considering privacy
concerns, financial institutions and regulators may cultivate an
atmosphere of trust, innovation, and security that facilitates a
prosperous transition to the era of CBDCs (Islam and IN 2022).
Incorporating privacy concerns as a mediating factor within the
framework of CBDCs can substantially influence the adoption
and integration of CBDCs within the economy. Therefore, we
hypothesized,

H3: Addressing privacy concerns mediates the relationship
between artificial intelligence and willingness to use CBDCs.

Mediating role of ease of use. CBDCs have emerged as revolu-
tionary instruments within the ongoing digital revolution in
finance (Hoang et al. 2023). This delicate interaction is pivotal in
shaping the future currency adoption trajectory. Ease of use refers
to the overall user experience during interactions with a certain
technology or system (Wu et al. 2024). CBDCs encompass the
seamless ability of individuals to browse, engage in transactions,
and incorporate these digital currencies into their everyday rou-
tines (Gupta et al. 2023b). This aspect encompasses a spectrum of
factors, including the user interfaces’ level of simplicity and the
transactions’ level of seamlessness (Keister and Monnet 2022).
The inclination to adopt CBDCs signifies a convergence of pur-
pose and disposition towards these digital forms of currency. This
phenomenon can be characterized as a synthesis of economic
rationality, emotional resonance, and a prospective outlook on
the financial terrain (Liu et al. 2024). The willingness described
here reconciles the disparity between a passive state of acceptance
and an active process of integrating CBDCs into an individual’s
financial trajectory (Bhaskar et al. 2022). Ease of use arises as a
mediator facilitating the transition from a state of willingness to
the concrete implementation of CBDCs (Gupta et al. 2023b).

Facilitating user-friendly experiences fosters favorable percep-
tions of CBDCs by mitigating uncertainty and streamlining the
intricacies associated with digital transactions (Li 2023). As users
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become acquainted with CBDCs as a user-friendly instrument,
their initial skepticism gradually transforms into a feeling of
comfort and confidence. The level of user-friendliness serves as a
facilitator that enables users to act upon their intentions
effectively (Ma et al. 2023). The inherent user-friendliness of
CBDCs empowers people, including those with limited techno-
logical proficiency, to effectively and securely navigate the digital
landscape (Hoang et al. 2023). The enhanced accessibility
resulting from user-friendly interfaces facilitates the integration
of CBDCs into individuals’ financial practices, thereby bridging
the divide between intention and implementation (Gupta et al.
2023b). As the usability of CBDCs improves, individuals’
perceptions are further bolstered. These views drive subsequent
investigation and utilization, establishing a perpetual cycle of
heightened inclination and acceptance (Shkliar 2020). Developing
user interfaces that prioritize simplicity, provide a secure yet
uncomplicated transaction process, and provide user-centric
assistance can help foster an ecosystem in which CBDCs are
accessible and straightforward to integrate (Gupta et al. 2023b).
Therefore, we hypothesized,

H4: Ease of use mediates the relationship between artificial
intelligence and willingness to use CBDCs.

Moderating the role of government support. Government
support is a need for well-defined regulations and legislation
about the application, dissemination, and administration of
CBDCs (Dashkevich et al. 2020). The objective is to provide
citizens with comprehensive knowledge regarding the advantages,
potential drawbacks, and operational aspects of CBDCs (Bibi and
Canelli 2023). Establishing an appropriate technological frame-
work and infrastructure is crucial to facilitate the smooth func-
tioning of CBDCs. It engages in partnerships with technology
companies, financial institutions, and other relevant entities to
guarantee the efficacy of CBDCs (Xia et al. 2023). Robust gov-
ernmental backing can enhance the confidence level of the gen-
eral public in CBDCs. The government’s active promotion and
endorsement of CBDCs instills a sense of legitimacy and security
(Allen et al. 2022). The potential decline in perceived dangers
associated with the novel digital currency may lead to an
increased inclination among individuals to embrace CBDCs
(Jabbar et al. 2023). Insufficient or lackluster support for CBDCs

may give rise to uncertainties regarding the currency’s safety,
security, and durability, potentially reducing public enthusiasm
and participation in CBDCs (Pocher and Veneris 2022). Gov-
ernment support for CBDCs comprises diverse activities, laws,
and actions that validate and recognize these digital currencies as
a feasible and lawful medium of exchange (Ngo et al. 2023).

Clear regulations foster a sense of assurance among users and
businesses as they establish the legal and institutional legitimacy
of CBDCs (Alfar et al. 2023). Governments possess the capacity
to initiate educational initiatives aimed at enlightening the
general populace regarding CBDCs, elucidating their advan-
tages, and providing guidance on their utilization (Ngo et al.
2023). These initiatives significantly address misunderstandings
and increase knowledge of the potential benefits of CBDCs.
Governments have the potential to engage in partnerships with
financial institutions, technology companies, and other perti-
nent players to establish a resilient infrastructure for CBDCs
development (Xu 2022). Governments can emphasize the
potential benefits of CBDCs in enhancing financial inclusion.
This can be achieved by facilitating access to banking services
for persons now underserved by conventional financial systems
(Alonso et al. 2020). Governments can demonstrate a commit-
ment to transparency in the administration and supervision of
CBDCs, thereby assuring the general public of the responsible
implementation and utilization of these digital currencies (Wu
et al. 2024). The potential engagement of governments in this
matter may give rise to apprehensions regarding the protection
of data privacy and the extent of surveillance, potentially
impeding users’ acceptance and usage of the system (Clayton
et al. 2018). Therefore, we hypothesized,

H5a: Government support moderates the relationship between
artificial intelligence and digital technology awareness toward
willingness to use CBDCs.

H5b: Government support moderates the relationship between
artificial intelligence and addressing perceived concern toward
willingness to use CBDCs.

H5c: Government support moderates the relationship between
artificial intelligence and ease of use toward willingness to
use CBDCs.

Figure 1 below describes a study research model.

Fig. 1 Conceptual model.
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Methodology
Sample and procedure. China has been a leader in technological
adoption and innovation, with a thriving digital payments eco-
system and widespread use of mobile payment platforms like
Alipay and WeChat Pay (Wu et al. 2024). Therefore, this study
focused on integrating AI in the financial sector, including
banking, and adopting CBDC currencies. It has garnered sub-
stantial attention due to its potential to reshape the landscape of
financial services and consumer behavior. The country’s eco-
nomic growth and employment possibilities are largely attributed
to the banking industry, which is a sizable industry. Therefore,
the primary reason that banking industry employees were chosen
as the target market was because they are regarded as the core of
an organization’s performance and productivity, especially front
desk staff. The questionnaire was created for people who engage
in everyday payment behaviors because this study aimed to
evaluate the characteristics of individual users and their will-
ingness to use CBDCs. The survey’s introduction now includes an
introduction to CBDCs. The Yangtze River Delta and Pearl River
Delta, the Beijing-Tianjin-Hebei region, and central, northeast,
and northwest China are all primarily covered by CBDC trials.
CBDCs are not a made-up invention. Different banks and gov-
ernmental organizations have also supported using CBDCs to
prevent fraud.

The most popular payment methods were first reviewed when
the questionnaire was distributed. The questionnaire underwent
three revisions throughout the pre-experiment phase, depending
on the total time needed and feedback from the general public
regarding any additional issues that might have arisen during
completion. For this study, the quantitative research technique is
best for various reasons. Quantitative research is useful for
making predictions and validating or testing a theory or
hypothesis (Celo et al. 2008). Additionally, obtaining perspectives
from future CBDC users is another goal of the study’s data
collection process. As a result, it makes sense to employ a sizable
sample size to accurately represent the research population as a
whole (Bagozzi and Edwards 1998). A lot of data is gathered
using quantitative methods, such as surveys. Additionally, the
quantitative technique is regarded as reasonable and objective in
science because it offers reliable data and noteworthy statistical
conclusions that can improve the study’s quality and general-
izability (Allwood 2012).

Questionnaires were distributed through links and QR codes,
and surveys were collected on various occasions, such as
wenjuanxing.com, QQ, and WeChat. For two weeks, surveys
were formally collected as part of the pre-experiment, and those
who completed them were given cash incentives. Data for the
current study were gathered from Beijing-based banks (both
public and private) in the first quarter of 2023. Employees from
various bank branches are the unit of analysis in this method. As
the population from the banking sector is unknown, the
convenience sample technique is employed (Babin et al. 2015).
The survey (questionnaire) method is utilized in this study to get
employee data. In order to confirm that each respondent has
actively participated, the evidence for analysis is often collected by
visiting the branches of various banks and sending them an
online questionnaire. In the beginning, 510 questionnaires were
given out for data collection and returned by respondents. Data
were checked for unengaged replies, multivariate outliers, and
missing data. Additionally, 40 of the remaining responses were
outliers, 28 had missing values, and 22 responses were eliminated.
This indicates an 82% response rate. 420 valid questionnaires
were retrieved after invalid questionnaires were eliminated based
on test items and filling times. Table 1 shows the basic
demographic facts for the respondents, including gender, age,
and educational attainment.

59% of the 420 responders are men, while 41% are women.
Regarding age, 38% of respondents were among the ages of 20–30
years, 44% were between the ages of 31–40, and 18% were among
the ages of 41–45. Furthermore, 23% of the respondents had
intermediate/diploma degrees, 44% had a graduation, and 33%
had a postgraduation in their educational backgrounds. The
sample’s composition with a designating reference. A total of 38%
of respondents were working in operations, 30% of respondents
were working in finance, 27% of respondents were working in risk
control and 5% belonged to others. According to experience in
dealing with transactions, 35% of respondents have between one
and six years of experience, 45% have between seven and twelve
years, and 20% have between thirteen and twenty years. Table 2,
shows demographic details.

Measurements of variables. Every question on the survey was
modified from previously validated and published research, and it
was scored on a five-point Likert scale, with 1 being the strongest
disagreement and 5 being the strongest agreement. The model’s
pertinent variables were changed to consider CBDCs and the
features of various payment methods. Six variables are used in
this investigation. For the sake of this study, convenience and ease
of use, two variables of the perceived benefits construct, were
evaluated as first-order constructs. Artificial intelligence (AI) is
assessed by ten items adapted from a past study (Mahboub and
Ghanem 2024; Siddik et al. 2025). Five digital technology
awareness (DTA) items were assessed by a past study (Kim et al.
2022; Shahzad et al. 2023). Addressing privacy concerns (APC),
four items were adopted by past study (Jabbar et al. 2023). A past
study assessed four items of ease of use (EOU) (Jabbar et al.
2023). Three items from a past study measured government
support (GS) (Xia et al. 2023). Four items taken from a past study
assessed willingness to use CBDCs (WTUCBDC) (Gupta et al.
2023a). Table 3 provides a complete list of the questionnaire’s
items.

Pre-testing the questionnaire. The authors used Cronbach’s
alpha to assess the measurement items’ internal consistency. This
assisted the researchers in determining that the questions were
clear and that the time allowed to complete the questionnaire was
adequate (Tavakol and Dennick 2011). Twelve people made up

Table 2 Demographic details of respondents.

Demographics category Frequency (n= 420) Percent (%)

Gender
Male 249 59
Female 171 41

Age
20–30 158 38
31–40 187 44
41–50 75 18

Qualifications
Diploma/intermediate 97 23
Graduation 183 44
Post-graduate 140 33

Designation
Operations managers 159 38
Finance managers 126 30
Risk control manager 114 27
Others 21 5

Original payment method
1–6 years 145 35
7–12 years 190 45
13–20 years 85 20
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the sample size, and values for every construct surpassed 0.70. As
stated in Table 3, this demonstrates that all items accurately assess
the corresponding structures.

Analysis and results
The authors used partial least squares (PLS) and the SmartPLS 4
software to analyze the structural equation modeling (SEM)
method of data analysis. In order to provide a particular level of
reliability and validity, the PLS-SEM can simultaneously and
methodically estimate the measurement and structural model
(Hair et al. 2017). This technique also makes alternative possi-
bilities available when evaluating and validating links between
constructs. Compared to covariance-based SEM, PLS-SEM is a
useful technique for handling small sample sizes and data dis-
tributed normally and non-normally (Bagozzi and Edwards
1998). PLS-SEM is often preferred when the research is
exploratory and aims to predict or identify key driver variables
rather than confirm a well-established theory (Shahzad et al.
2025a). This study aims to explore the impact of AI on con-
sumers’ willingness to use CBDCs without a strong theoretical
foundation. Therefore, PLS-SEM is a more appropriate choice.
Another reason to use PLS-SEM is more suitable when the
sample size is relatively small or when data do not meet the strict
assumptions required for CB-SEM (e.g., normality). Our study
had a smaller sample size and non-normally distributed data,
PLS-SEM would be more robust.

Common method variance. The data were collected using mail
surveys and self-administration, making it impossible to assess
non-response bias. It was not feasible to compare replies from
non-respondents and respondents because every participant fin-
ished the questionnaires within the specified time range and sent
in their answers on time (Podsakoff et al. 2003). First, the Har-
man single-factor test was used in this study to do factor analysis
on each questionnaire item (Fuller et al. 2015). The first principal
component produced without rotation, as shown in the study
items, explained 20% of the variation. Therefore, homologous
variance between measured variables wouldn’t impact the validity
of the finding. Second, as proposed by Shahzad et al. (2025a), and
this work detected common approach bias by employing VIF
obtained by a rigorous collinearity test. Each construct’s VIF
value was less than 3.30, which suggested that there was no CMB
contamination, according to the analysis’s conclusions.

Measurement model. Initially, an evaluation of the data was done
to test the measurement model. The factor loadings of the items on
their designated constructs were tested in the first phase to evaluate
the indication reliability (Shahzad et al. 2024b). These are all above
the permissible range of 0.70, according to Table 3 and Fig. 2 results.
The internal consistency reliability was assessed in the second phase
by measuring Cronbach’s alpha and composite reliability (CR).
Additionally, Table 3 shows that all values exceed the permissible
cutoff of 0.7. The Cronbach’s alpha values of artificial
intelligence= 0.958, digital technology awareness= 0.930, addres-
sing privacy concern= 0.910, ease of use= 0.874, willingness to use
CBDCs= 0.883, and government support= 0.834. The composite
reliability values of artificial intelligence= 0.963, digital technology
awareness= 0.947, addressing privacy concern= 0.937, ease of
use= 0.914, willingness to use CBDCs= 0.920, and government
support= 0.900. The average variance extracted (AVE) was eval-
uated in the third phase to determine the constructs’ convergent
reliability. The AVE values of artificial intelligence= 0.724, digital
technology awareness= 0.781, addressing privacy concern= 0.788,
ease of use= 0.726, willingness to use CBDCs= 0.741, andT

ab
le

3
(c
on

ti
nu

ed
)

C
on

st
ru
ct
s

It
em

s
FL

α
C
R

A
V
E

R
ef
er
en

ce
s

D
ig
ita

l
T
ec
hn

ol
og

y
A
w
ar
en

es
s
(D

T
A
)

0
.9
30

0
.9
4
7

0
.7
8
1

K
im

et
al
.(
20

22
)
an
d

Sh
ah
za
d
et

al
.(
20

23
)

D
T
A
1

I
am

in
te
re
st
ed

in
fi
nd

in
g
ou

t
m
or
e
ab
ou

t
ou

r
C
BD

C
.

0
.8
6
7

D
T
A
2

I
w
ill

ta
ke

gr
ea
t
in
te
re
st

in
ev
er
yt
hi
ng

re
la
te
d

to
on

lin
e
tr
an
sa
ct
io
ns
.

0
.8
79

D
T
A
3

Iu
se
d
di
gi
ta
li
nf
or
m
at
io
n
to

be
co
m
e
aw

ar
e
of

C
BD

C
.

0
.8
9
1

D
T
A
4

Ip
ai
d
cl
os
e
at
te
nt
io
n
to

th
is
ap
pl
ic
at
io
n
w
he

n
I
us
ed

it.
0
.9
0
0

D
T
A
5

R
ec
al
lin
g
re
co
lle
ct
io
ns

an
d
sh
ar
in
g
th
ei
r

ex
pe

ri
en

ce
s
w
ill

ai
d
in

ra
is
in
g
aw

ar
en

es
s.

0
.8
8
1

G
ov
er
nm

en
t
Su

pp
or
t

(G
S)

0
.8
34

0
.9
0
0

0
.7
50

X
ia

et
al
.(
20

23
)

G
S1

In
ge
ne

ra
l,
I
be

lie
ve

th
at

go
ve
rn
m
en

t
po

lic
ie
s

en
co
ur
ag
e
C
BD

C
tr
an
sa
ct
io
ns
.

0
.9
0
4

G
S2

I
fe
el

re
gu

la
to
ry

ag
en

ci
es

ke
ep

m
y
be

st
in
te
re
st
s
in

m
in
d.

0
.9
0
1

G
S3

I
be

lie
ve

th
e
go

ve
rn
m
en

t
ha
s
fa
vo
ra
bl
e

le
gi
sl
at
io
n
th
at

en
co
ur
ag
es

th
e
us
e
of

C
BD

C
.

0
.7
8
7

FL
Fa
ct
or

Lo
ad
in
gs
,C

R
C
om

po
si
te

re
lia
bi
lit
y,

A
V
E
A
ve
ra
ge

va
ri
an
ce

ex
tr
ac
te
d,

α
C
ro
nb

ac
h’
s
al
ph

a.

ARTICLE HUMANITIES AND SOCIAL SCIENCES COMMUNICATIONS | https://doi.org/10.1057/s41599-025-05067-5

8 HUMANITIES AND SOCIAL SCIENCES COMMUNICATIONS |          (2025) 12:834 | https://doi.org/10.1057/s41599-025-05067-5



government support= 0.750. Table 3 demonstrates that every AVE
value is higher than a specified cutoff point of 0.5.

The discriminant was examined utilizing the HTMT
(Heterotrait-Monotrait ratio) criteria in the fourth and final
phase of the investigation. The HTMT ratio for each pair of
constructs produced values that were smaller than the 0.90
cutoff suggested by (Shahzad and Xu 2024). This suggests that
the measuring model has no problems with discriminant
validity. The scale utilized in this investigation exhibited
strong discriminative validity, as shown by the square root
AVE value of the latent variable being greater than its
correlation coefficient with other factors (Fornell and
Bookstein 1982). Another technique to test discriminant
validity as all explanatory variables’ variance inflation factors
(VIF), which were below the threshold value of 5, indicating

that the model did not clearly display a multicollinearity issue.
Table 4 displays the values of discriminant validity.

Structure model. A structural assessment model was employed to
examine the path of constructs. The findings of the path analysis
conducted in this study using the SEM equation to confirm the
research hypothesis are shown in Fig. 2. When p < 0.05, we
believe this hypothesis is generally true. Similarly, the collinearity
problems test, path coefficients, coefficient of determination (R2),
and predictive relevance (Q2) were used to evaluate the structural
model’s quality as well as the research’s underlying hypotheses
(Shahzad et al. 2025b). According to Table 5, which shows that
the VIF values for all constructs are below the collinearity test
cutoff of 5, there is no evidence of multicollinearity problems that

Fig. 2 PLS algorithm diagram.

Table 4 Discriminant validity.

Variables 1 2 3 4 5 6

1. Artificial intelligence 0.851
2. Addressing privacy concern 0.687 0.888
3. Digital technology awareness 0.346 0.351 0.884
4. Ease of use 0.289 0.271 0.863 0.852
5. Government support 0.615 0.513 0.284 0.240 0.866
6. Willing to use CBDCs 0.106 0.082 0.694 0.688 0.096 0.861

The square roots of the AVE values are presented in bold along the diagonal.
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could cause bias in the path coefficients. This study demonstrates
that the model’s R2 value for the main dependent variable
(WTUCBDC) is 0.541, indicating that ease of use, digital tech-
nology awareness, and addressing privacy concerns account for
54% of the variability in WTUCBDCs. Furthermore, the Q2 value
for the WTUCBDC value is placed in the range. According to
these findings, the research makes the case that the proposed
model has a high level of predictive potential.

Path coefficients obtained from a bootstrapping approach in
SmartPLS 4 using 5000 subsamples were used to analyze the
structural model’s hypothesized paths (Anser et al. 2024). The test
results for the hypotheses are shown in Table 5. Regarding the
construct’s hypothesis, artificial intelligence is positively asso-
ciated with willingness to use CBDCs (β=−0.065, t= 2.180, and
p < 0.029). The findings authenticated the H1. Similarly, artificial
intelligence positively correlates with digital technology awareness
(β= 0.324, t= 6.289, and p < 0.000). Digital technology aware-
ness is positively associated with willingness to use CBDCs
(β= 0.476, t= 6.155, and p < 0.000). Artificial intelligence is
positively associated with addressing privacy concerns (β= 0.572,
t= 11.244, and p < 0.000). Addressing privacy concerns is
positively associated with willingness to use CBDCs
(β=−0.130, t= 4.582, and p < 0.000). Artificial intelligence is
positively linked with ease of use (β= 0.275, t= 5.070, and
p < 0.000). Ease of use is positively associated with willingness to
use CBDCs (β= 0.331, t= 4.434, and p < 0.000).

For mediation analysis, digital technology awareness signifi-
cantly mediates the affiliation between artificial intelligence and
willingness to use CBDCs (β= 0.155, t= 5.060, and p < 0.000).
Secondly, addressing privacy concerns significantly mediates the
connection among artificial intelligence and willingness to use
CBDCs (β=−0.074, t= 4.153, and p < 0.000). Thirdly, ease of
use significantly mediates the relationship between artificial
intelligence and willingness to use CBDCs (β= 0.091, t= 3.264,
and p < 0.001). Thus, H2, H3 and H4 was supported.

For moderation analysis, firstly, government support (GS)
positively moderates the connection between artificial intelligence
and digital technology awareness (β= 0.120, t= 2.003, and
p < 0.044). Secondly, government support positively moderates
the affiliation among artificial intelligence and addressing privacy
concerns (β=−0.065, t= 2.362, and p < 0.018). Thirdly, govern-
ment support positively moderates the association among
artificial intelligence and ease of use (β= 0.116, t= 2.032, and
p < 0.043). Thus H5a, H5b, and H5c was supported. The

framework below was developed using the information men-
tioned above and demonstrates the outcomes of the structural
model assessment. The main findings of this study are
summarized in Fig. 2.

Figures 3–5 display the moderating graph of government
support between AI, digital technology awareness, addressing
privacy concerns, and ease of use. Figure 3 explains where AI and
DTA are stronger under high GS. Similarly, Fig. 4 clarifies where
AI and APC are powerful under high GS. Lastly, Fig. 5 describes
where AI and EOU are more robust under high GS.

Discussion
CBDCs have gained significant attention worldwide as a potential
replacement for physical cash (Wu et al. 2024). In China, the
DCEP project has been at the forefront of CBDCs development
(Xia et al. 2023). This study aims to explore the effect of AI on
consumers’ willingness to use through digital technology aware-
ness, ease of use, and privacy concerns. Furthermore, this study
investigates government support’s moderating role between AI
and digital technology awareness, ease of use, and privacy con-
cerns within the Chinese banking sector. The data was received
from 420 banking sector employees to check their experience
using CBDCs. To gauge people’s opinions regarding CBDCs, the
questionnaires were divided into a sample of specifically chosen
individuals. The outcomes are divided into five main categories.

Firstly, AI significantly impacts consumers’ willingness to use
CBDCs. AI chatbots and virtual assistants can deliver better
customer support and assistance in using CBDCs. This can make
the experience more user-friendly, boosting consumers’ con-
fidence in using digital currencies. A past study by Yigitcanlar
et al. (2021) focused on how AI can be used for advanced security
measures, such as biometric authentication and fraud detection.
Consumers are more likely to trust CBDCs systems that are
fortified with AI-based security features, reducing concerns about
digital currency fraud or hacking. AI algorithms can analyze
consumer spending habits and preferences to offer personalized
financial advice and services. This can make CBDCs more
attractive to consumers by providing tailored recommendations
for saving, investing, or managing their digital currency (Choi-
thani et al. 2024). AI can help central banks and financial insti-
tutions predict economic trends and consumer behaviors. This
information can be used to fine-tune monetary policies and
ensure the stability of CBDCs, making consumers more confident
in their value and reliability (Ding et al. 2022). AI-powered tools

Table 5 Hypothesis testing.

Relationships β-values SD t-values p-values Supported

AI→WTUCBDC −0.065 0.030 2.180 0.029 Yes
AI→DTA 0.324 0.052 6.289 0.000 Yes
DTA→WTUCBDC 0.476 0.077 6.155 0.000 Yes
AI→APC 0.572 0.051 11.244 0.000 Yes
APC→WTUCBDC −0.130 0.028 4.582 0.000 Yes
AI→ EOU 0.275 0.054 5.070 0.000 Yes
EOU→WTUCBDC 0.331 0.075 4.434 0.000 Yes
GS→DTA 0.164 0.051 3.228 0.001 Yes
GS→APC 0.117 0.048 2.420 0.016 Yes
GS→ EOU 0.148 0.055 2.696 0.007 Yes
AI→DTA→WTUCBDC 0.155 0.031 5.060 0.000 Yes
AI→APC→WTUCBDC −0.074 0.018 4.153 0.000 Yes
AI→ EOU→WTUCBDC 0.091 0.028 3.264 0.001 Yes
GS × AI→DTA 0.120 0.060 2.003 0.044 Yes
GS × AI→APC −0.065 0.027 2.362 0.018 Yes
GS × AI→ EOU 0.116 0.057 2.023 0.043 Yes

AI Artificial intelligence, DTA Digital technology awareness, APC Addressing privacy concern, EOU Ease of use, WTUCBDC Willing to use CBDCs, GS Government support.
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can assist in identifying and verifying the identity of unbanked or
underbanked individuals, potentially expanding financial inclu-
sion in China. When more people have access to CBDCs, their
adoption can increase (Sood et al. 2023).

Secondly, digital technology awareness positively mediates the
affiliation between artificial intelligence and willingness to use
CBDCs. Digital technology awareness explains the level of
understanding and knowledge individuals or organizations have
about digital technologies. In the context of AI and CBDC, it could
include knowledge about how these technologies work, their
potential benefits, and their implications (Wang 2023). AI repli-
cates human intellect in machines, enabling them to carry out
responsibilities, decision-making, and data-driven learning that
normally need human intelligence. AI can significantly optimize
various processes in China’s banking sector, including fraud
detection, customer service, and risk assessment. CBDCs, on the
other hand, could revolutionize the payment system and monetary
policy (Ngo et al. 2023). The relationship between AI and CBDCs
could involve AI-powered tools and systems that facilitate CBDC
transactions, enhancing their efficiency and security. Similarly,
digital technology awareness can positively mediate the willingness
to use CBDCs. Understanding the benefits and mechanics of
CBDCs, due to factors including its ability to improve security,
lower transaction costs, and expand financial inclusion, it may
become more widely accepted and used (Ozturkcan et al. 2022).

Thirdly, ease of use positively mediates the relationship between
artificial intelligence and willingness to use CBDCs. Ease of use refers
to how user-friendly and accessible AI technologies are designed to
be easy to understand and interact with, which can increase their
adoption. Natural language processing, computer vision, and
machine learning are just a few of the many technologies that make
up AI. In the banking sector, AI can be used for customer service,

fraud detection, and personalized recommendations, among other
things (Wenker 2022). The central bank issues and controls a
country’s digital currency, or CBDCs. The willingness of individuals
and businesses to use CBDCs depends on various factors, including
their trust in the currency, its convenience, and its perceived benefits
(Sandhu et al. 2023). Past study Gupta et al. (2023b) suggested that if
AI technologies in China’s banking sector are easy to use, it will
positively impact people’s willingness to use CBDCs. This connection
makes sense as user-friendly AI applications can enhance the overall
banking experience and increase trust in digital financial services,
potentially leading to greater acceptance of CBDCs.

Fourthly, addressing privacy concerns significantly mediates
the relationship between artificial intelligence and willingness to
use CBDCs. China has led the way in creating and implementing
CBDCs. Digital yuan (e-CNY) initiatives have been intensively
investigated and piloted by the People’s Bank of China (PBOC)
(Lee et al. 2021). These online currencies offer a safe and effective
way to conduct digital transactions because they are made to be
issued and controlled by the central bank. AI technologies,
including China, have been increasingly integrated into the
banking sector worldwide. AI is used for various purposes, such
as customer service, fraud detection, risk assessment, and perso-
nalization of services (Ridzuan et al. 2024). The use of AI in the
banking sector raises concerns about data privacy and security.
This is particularly important in China, where there are stringent
data protection and cybersecurity regulations. A past study by
Jabbar et al. (2023) suggested that addressing privacy concerns
can influence the relationship among AI and people’s willingness
to use CBDCs. This implies that privacy concerns related to AI in
the banking sector are adequately addressed. It may positively
impact people’s trust and confidence in using CBDCs (Pocher
and Veneris 2022).

Fig. 3 Moderating effect of GS between AI and DTA.

HUMANITIES AND SOCIAL SCIENCES COMMUNICATIONS | https://doi.org/10.1057/s41599-025-05067-5 ARTICLE

HUMANITIES AND SOCIAL SCIENCES COMMUNICATIONS |          (2025) 12:834 | https://doi.org/10.1057/s41599-025-05067-5 11



Fifthly, government support significantly moderates the relation-
ship among AI and digital technology awareness, ease of use,
addressing perceived concern, and willingness to use CBDCs. Gov-
ernment support likely refers to the policies, regulations, and initia-
tives implemented by the Chinese government to promote the
adoption of AI and CBDCs in the banking sector. A past study by
Themistocleous et al. (2023) suggested that government support can
influence the connection between AI adoption and the willingness of
banks in China to use CBDCs. The government may offer incentives
or subsidies to banks to adopt AI in their operations or to use CBDC.
This support can encourage banks to be more willing to embrace
these technologies (Soana and de Arruda 2024). Government reg-
ulations can either facilitate or hinder the adoption of AI and CBDC.
Favorable regulations can lead to a more positive relationship, while
restrictive regulations may have the opposite effect (Syarifuddin and
Bakhtiar 2022). Government investment in the necessary infra-
structure for AI and CBDC adoption, such as a secure digital pay-
ment system, can make it easier for banks to use CBDC and AI,
strengthening the relationship. Government support can include
educational programs and awareness campaigns to help banks
understand the benefits of AI and CBDC, potentially increasing their
willingness to adopt these technologies (Morales-Resendiz et al.
2021). Government support in terms of robust cybersecurity and data
protection measures can mitigate concerns that banks may have
about the security of using AI and CBDC.

Theoretical implications. This study contributes to a deeper
understanding of how AI technologies can impact the adoption
of CBDCs. It sheds light on how AI can enhance the user

experience and promote CBDC adoption. The research high-
lights the importance of digital technology awareness in influ-
encing consumers’ willingness to use CBDCs. It underscores the
need for financial institutions and policymakers to invest in
consumer education and awareness programs. The study
explores the significance of ease of use in driving CBDC adop-
tion. It highlights the reputation of user-friendly interfaces and
streamlined processes in making CBDCs accessible to a wider
audience (Wu et al. 2024). Privacy concerns are a critical factor
in CBDCs adoption. This research examines strategies and
technologies to address these concerns, paving the way for
greater acceptance of CBDCs. The study highlights the pivotal
role of government support in fostering CBDC adoption. It
emphasizes how crucial legal frameworks and government-
backed programs are to advancing CBDCs as a trustworthy
digital currency (Wang 2023). Banks and financial institutions
can use the insights from this study to develop strategies that
leverage AI to enhance CBDC adoption. This includes investing
in AI-driven customer service and user-friendly digital plat-
forms. Focusing on ease of use and user experience is critical.
Banks can use AI to develop intuitive interfaces and user-centric
features, making CBDCs more attractive and accessible to con-
sumers. To address privacy concerns, financial institutions can
implement robust security measures and transparent data
handling practices. They can also educate consumers about the
security features of CBDCs. Collaboration with government
bodies is essential for the successful rollout of CBDCs. Banks
should actively engage with regulators and policymakers to
ensure a supportive regulatory environment (Gupta et al. 2023b).
This research emphasizes the need for educational campaigns to

Fig. 4 Moderating effect of GS between AI and APC.
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increase digital technology awareness. Banks can partner with
government agencies to educate the public about the benefits and
usage of CBDCs.

The role of AI in the Chinese banking sector has revolutionized
customer interactions, risk management, and personalized financial
services. AI-driven recommendation systems can provide tailored
advice and alerts to users, enhancing their engagement with digital
currencies. This personalized experience can lead to consumers’
willingness to adopt CBDCs (Prodan et al. 2024). AI algorithms
enhance security by predicting fraudulent activities and providing
robust cybersecurity measures. Improved safety perceptions can
mitigate privacy concerns and positively influence consumer
adoption. AI enhances efficiency in banking operations, such as
faster transactions, automated customer service, and streamlined
KYC (know your customer) processes, reducing friction and
increasing the perceived ease of use for CBDCs. Awareness and
familiarity with digital technologies are crucial for adopting CBDCs
as they reduce uncertainty and increase trust in digital financial
solutions. If AI-driven initiatives increase awareness, they can
bridge the gap between technological complexity and user
comprehension (Bhaskar et al. 2022). AI’s ability to provide
enhanced data privacy solutions (such as differential privacy
techniques or advanced encryption) can alleviate concerns, thereby
increasing consumer trust. When consumers perceive that AI-
driven systems can effectively safeguard their personal information,
they are more likely to adopt CBDCs. AI can simplify the user
interface and experience by providing seamless, intuitive interac-
tions with digital currency platforms. The perceived ease of use,
enhanced by AI, can reduce the cognitive load and increase user
satisfaction, ultimately leading to higher adoption rates.

Government support plays a crucial role in implementing rules
and regulations in the banking sector. This support can take

various forms, such as regulatory frameworks, financial incen-
tives, or public endorsements. When the government actively
supports AI-driven digital financial systems, it enhances public
trust. In China, where government influence is substantial, such
support can amplify AI’s impact on increasing digital technology
awareness and addressing privacy concerns. Government regula-
tions that promote AI in financial services while ensuring data
privacy and security can bolster consumer confidence (Xia et al.
2023) This, in turn, enhances the perceived benefits of AI-driven
CBDC platforms and encourages their adoption. This study
extends the TAM by incorporating AI as a significant
technological advancement affecting perceived ease of use and
usefulness. It introduces ease of use as a dimension, which is
critical for individuals to use CBDCs. This study provides
valuable insights that can guide policymakers, financial institu-
tions, and researchers in promoting the adoption of CBDCs and
harnessing the potential benefits of AI in the evolving digital
financial landscape.

Practical implications. Banks and financial institutions should
leverage AI to conduct consumer education campaigns that raise
awareness about digital technology, including CBDCs, to bridge
the knowledge gap. Financial institutions must implement AI-
driven privacy-preserving techniques to address privacy concerns,
ensuring robust security measures that meet consumer expecta-
tions. Financial service providers should utilize AI to develop
intuitive interfaces and provide personalized services to make
CBDC usage more accessible and user-friendly (Wu et al. 2024).
Government support should focus on creating an ecosystem that
facilitates trust, technological awareness, and ease of use, pro-
moting broader CBDC adoption. Banks should develop

Fig. 5 Moderating effect of GS between AI and EOU.
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comprehensive AI-based training and education programs to
enhance employees’ and consumers’ awareness of digital tech-
nology. Leveraging AI tools like chatbots, virtual assistants, and
interactive modules can help demystify CBDC and digital tech-
nologies, highlighting their benefits and use cases. Banks can
foster a more positive attitude toward adopting CBDCs by
increasing digital technology awareness. AI can personalize con-
tent based on the user’s knowledge level and learning preferences,
ensuring that employees and consumers receive relevant and
digestible information. This approach can make digital technol-
ogy more accessible and comprehensible, encouraging CBDC
adoption (Hoang et al. 2023).

AI can play a pivotal role in developing privacy-enhancing
technologies like federated learning, differential privacy, and
homomorphic encryption. These technologies ensure that data
privacy is maintained while enabling data analysis and machine
learning tasks, alleviating consumer concerns about data misuse. AI
systems that provide real-time fraud detection, behavioral analytics,
and predictive risk management can help alleviate consumer
concerns about the safety of their transactions. Communicating
these capabilities effectively can improve consumer trust in CBDCs
(Gupta et al. 2023b). Banks should employ AI to develop
transparent communication strategies that provide consumers with
clear insights into managing and protecting their data. AI-driven
tools can help in creating dynamic, real-time dashboards that
educate consumers about their privacy rights and data usage. AI can
analyze user behavior and provide insights into optimizing CBDC-
related digital platforms’ UI and UX. By simplifying the onboarding
process, providing intuitive navigation, and offering AI-driven
recommendations, banks can enhance the ease of use, making
CBDCs more attractive to consumers. Implementing AI-based
conversational interfaces and voice assistants can make transactions
easier, particularly for less tech-savvy users.

AI chatbots and virtual assistants can offer 24/7 support to
consumers, answering queries related to CBDC transactions and
resolving issues promptly. This can enhance user experience and
reduce friction, promoting the willingness to adopt CBDCs.
Governments can use AI to simulate the impact of various policy
measures on CBDC adoption. These simulations can help
understand the potential outcomes of supportive policies and
refine them to ensure they effectively promote digital technology
awareness, address privacy concerns, and enhance ease of use
(Bhaskar et al. 2022). Collaborative AI projects between the
banking sector and government can help develop standardized
practices for CBDC usage, ensuring consistency and reliability.
Such initiatives can build consumer trust, particularly when there
is visible government support. Government support in imple-
menting AI compliance tools can ensure that banks adhere to the
highest data privacy and security standards. AI tools can monitor
compliance in real-time and flag any potential breaches, ensuring
a safer environment for CBDC transactions. The government can
leverage AI to run targeted awareness campaigns that educate the
public about CBDCs, their benefits, and the safety measures in
place (Dashkevich et al. 2020). Developing AI-based feedback
mechanisms can help banks understand consumer concerns and
preferences in real-time. By analyzing this feedback, banks can
make iterative improvements to CBDC-related services, enhan-
cing user experience and fostering trust. AI can ensure
transparency in the collaboration between the government and
banks regarding CBDC implementation.

Conclusion
The current study elaborates on the link between artificial intel-
ligence and consumers’ willingness to utilize CBDCs among

workers in the banking industry. Three important conclusions
emerged from the results. First, artificial intelligence significantly
impacts consumers’ willingness to use CBDCs. Secondly, digital
technology awareness positively mediates the relationship
between artificial intelligence and willingness to use CBDCs.
Third, ease of use positively mediates the relationship between
artificial intelligence and willingness to use CBDCs. Fourth,
addressing privacy concerns significantly mediates the affiliation
among artificial intelligence and willingness to use CBDCs. Fifth,
government support significantly moderates the relationship
between artificial intelligence and digital technology awareness,
ease of use, addressing perceived concern, and willingness to use
CBDCs. By conducting a comprehensive examination of exten-
sive datasets and complex market dynamics, AI algorithms can
provide valuable insights pertaining to the most advantageous
interest rate modifications, asset acquisitions, and liquidity
administration. Consequently, this facilitates the implementation
of monetary policies that are more agile and adaptable, thereby
enhancing their ability to mitigate economic swings effectively. In
conclusion, the impact of AI on consumers’ willingness to use
CBDCs in the Chinese banking sector is a dynamic and evolving
area of research. This study has shed light on important factors,
but addressing the limitations and exploring future directions will
contribute to a more comprehensive understanding of this
complex phenomenon.

Limitations and future directions
This study has some limitations. Firstly, this study primarily
focuses on the Chinese banking sector, making it difficult to gen-
eralize the findings to other countries or regions. Future research
could explore the impact of AI on CBDCs adoption in a more
diverse set of contexts. Secondly, the data used in this study are
cross-sectional, which limits our ability to establish causal rela-
tionships between AI, CBDCs, and consumer behavior. Long-
itudinal studies could provide deeper insights into the dynamics
over time. Similarly, the accuracy and reliability of the data col-
lected, especially in surveys and interviews, may be affected by
respondent biases or errors. Future research should aim to mitigate
these issues through more robust data collection methods. Thirdly,
this study primarily focuses on the impact of AI on CBDCs
adoption. Future research should consider other factors, such as
economic stability, financial literacy, and cultural influences, that
may also affect consumer willingness to use CBDCs. Fourthly, this
study only focuses on banks located in Beijing, China. For a future
perspective, we compare the findings from the Chinese banking
sector with those from other countries or regions with different
regulatory environments and technological landscapes to identify
common trends and unique factors influencing CBDCs adoption.
Fifth, in this study, we focused on investigating and developing
advanced privacy-preserving technologies that can address con-
sumer concerns about data security and privacy in CBDC trans-
actions. For future studies, explore the role of behavioral economics
in shaping consumer decisions regarding CBDC adoption and how
AI can be leveraged to influence behavior positively. Lastly,
investigate opportunities for international collaboration in AI
development and CBDCs implementation to create standardized
solutions that can foster global CBDC adoption.

Data availability
The data used in this study can be made available by the corre-
sponding author(s) upon reasonable request.
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